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Problem Statement

Network defenders in the Monitoring and Incident Response Division need a more reliable way to detect
behavioral anomalies to counter against highly sophisticated cyber attacks by nation state threat actors

targeting DOS networks.

Assist network defenders in securing DOS network by utilizing Okta log data
and DOS user behavior baseline to detect bad actors within DOS network.
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The Value Proposition Canvas
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The Value Proposition Canvas
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The Value Proposition Canvas
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Access to user portfolios
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